
• 256-bit AES Hardware Encryption
• Remote Management Ready
• Onboard Anti-Virus
• FIPS 140-2 Validated
• Limited # of consecutive invalid login attempts
• No Administration Priviledges Needed
• Custom Engraving & Colors Available
• High Speed USB2.0 Connectivity
• Physical Write Protect Switch
• Rugged Aluminum Housing
• Up to 128GB

• Remote Management
- Remote Delete
- Remote Password Reset
- IP Range Restriction & more

• Unique electronic identifiers that can be monitored and audited
• Master Password that allows an administrator to access any drive
• Custom Printing or Engraving (For logos and special handling or distribution instructions)
• Engraved external serial numbers

The Kanguru Defender Elite, the world’s most
manageable, secure flash drive, has been designed
to address stringent security regulations and policies
in a cost effect, scalable manner. It is customizable to
your organization’s specific security needs with fea-
tures such as unique identifiers, tamper resistant
design, custom engraving and remote management. 

The option for remote management is admistered
using Kanguru Remote Management Console
(KRMC), an industry leading management application
for securing and managing flash drives. Using KRMC
with your Kanguru Defender Elite allows administra-
tors to remotely delete lost or stolen drives, manage
passwords (strength, updates and remote resets),
ensure drives are in compliance with set security poli-
cies and much more.

256-bit Hardware Encrypted Flash Drives

Features:

Optional Enterprise Features:

Secure
256-bit AES Hardware Encryption

Manageable
Capable of being remotely managed

Customizable
Custom engraving & unique IDs

Onboard Anti-Virus


